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Common Data Model
The Common Data Model (CDM) introduces standardised data schemas for describing characteristics of the elements of an OP system. The conceptual data model presented here in this document offer a big-picture view of all entities the OP system and their properties. covers elements of an operator platform, including applications, OP roles, and edge clouds, as well as functional aspects, such as security.
The data model defines the information elements required to deploy and manage an OP system.	Comment by Sandra Ondrusova: I am not so sure this is true. I propose to remove it. 
The data model defines a minimum set of mandatory information elements and allows reasonable default values for these elements where they make sense.
The data model accommodates optional information elements following a common syntax to allow OP systems to evolve. Examples of optional information elements are:
Infrastructure configuration deemed necessary by an application for proper operations, such as Non-Uniform Memory Access (NUMA) node affinity or core sequestration.
Optional QoS attributes that not all networks may support, e.g., Packet Error Loss Rate (from 3GPP 23.203).
GSMA PRD NG.126 [9] provides, in its sections 2 and 4, a more detailed overview of information elements that can be covered for the Edge Application and the Resource/Node.
Optional information attributes default to "not specified" if not expressed in a data object.
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Figure 1 [bookmark: _Ref96511733]: Common Data Model
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The security element of the data model provides information elements to allow trust domains, entities, credentials, and other information required to support secure processing among the roles of an OP platform. Therefore, the following table shows the information elements maintained by a role (e.g., OP, Application Provider) about other trusted domains.
	Data type
	Description
	Interface Applicability
	Optionality

	Authorisation informationtype
	Authorisation information type supported by of the OP.the Application Provider
	UNI, EWBI, /East/West/NBINorth
	Mandatory

	Certificate 
	The certificate of the Application Provider
	UNI, EWBI, /East/West/NorthNBI
	Mandatory

	Application Provider
	Identifies the Application Provider to whom Certificate belong. As defined in Table 20.
	NBI, EWBI
	Mandatory

	Encryption information
	To encrypt data transmission and data streams, or cryptographic credentials (e.g., TLS certificates) used for information exchange among trust domains
	UNI/East/West/North
	

	Authentication information
	Certified identities of other trusted domains
	UNI/East/West/North
	

	Access List
	For information elements that an API may request between trust domains, the list of identities authorised to make a request
	UNI, EWBI, NBI/East/West/North
	Mandatory

	Operator Platform
	Identifies the OP that exposes capabilities to  the Application Provider and the Partner OP. As defined in Table 13.
	EWBI, NBI
	Mandatory

	Application Client
	Identifies the Application Client as defined in Table 5.
	UNI
	Mandatory


[bookmark: _Ref133494865][bookmark: _Ref134024179]: Common Data Model – Security	Comment by Sandra Ondrusova r1: @Tom, Table numbering is the same as in OPG.02 v4.0
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The data model of the Edge Application Manifest contains the information about the application to be instantiated (the Edge Application manifest), the Application Provider and the information about the instantiated application required toresponsible for managinge it, and the capabilities the application may require.  (the Edge Application profile). 
An The OP instantiates an application. More precisely, an edge cloud instantiates it in response to an OP's request. As such, it is in the OP's trust domain. The input to this operation is an application manifest, and the output, besides an application instantiation, is an application profile.
An application manifest is created and should be owned by an Application Provider. Therefore, an OP that instantiates an application from the application manifest should expect the manifest from the Application Provider. This requirement implies that Partner OPs should be provided, if needed, with the application manifest by the Leading OP for the Application Provider.
The application manifest shall contain mandatory data elements and may include optional data elements. A data element may be described by a separate sub-model below (e.g., the QoS specification for an application is a sub-model).
The application profile is a data object created and owned by an OP. It describes an application instantiation on an OP managed Edge Cloud. It shall contain any data elements specified in the application manifest used to create it, together with the values used in its instantiation.
The following table describes the information elements in the Application Manifest data model. In addition to the elements listed, the model should allow additional attributes to be defined at the Application Provider's or OP's discretion. A possible realisation of optional elements is key-value pairs, as is used in various data models.
	Data type
	Description
	Interface Applicability
	Optionality

	Edge Application ID	Comment by Sandra Ondrusova r2: Added
	The ID of the Edge Application running on the edge node	Comment by Elisabeth Andersson: Of interest to charging over SBI-CHF for edge application management.
	EWBI, NBI, SBI-CHF
	Mandatory

	Edge Application name
	Name of the Edge Application. The name is an artefact created by the Application Provider. The name is namespaced to the Application Provider. There is no default value; this must be supplied.
	EWBI, NBIEast/West/North
	Mandatory

	Edge Application version
	The version of the Edge Application.
	EWBI, NBIEast/West/North
	Mandatory

	Executable Edge Application Image
	A URI (or similar name) of the VM or Container image to be installed and executed by the OP.
	EWBI, NBIEast/West/North
	Mandatory

	Resource Flavour
	The "name" or identifier of the Flavour that should be used to instantiate the application, as selected by the Application Provider. "Flavour" is defined below.
	East/West/North
	Mandatory

	QoS IdentifierProfile
	A "name" orThe identifier of the QoS description for network traffic, as selected by the Application Provider. The default value is "best-effort".As defined in Table 21.
	EWBI, NBIEast/West/North
	Optional

	Alternate QoS References
	A prioritised list of identifiers to the alternate QoS References for network traffic
	EWBI, NBIEast/West/North
	Optional  

	Network Capability Requests
	A list of network capabilities requested by the application. As defined in Table 12
	EWBI, NBIEast/West/North
	Optional

	Cloudlet Capabilities
	A list of cloudlet capabilities requested by the application.
	EWBI, NBI
	Optional

	State property
	Indicates whether the application has state (e.g., persistent file systems, database, and location-dependent associations with other elements that must be migrated in a coordinated manner when an application session is relocated). The default value is "stateless".
	East/West/North
	Optional

	Deploy model
	Indicates whether an application may be located freely by the OP or whether the Application Provider specifies the edge cloud on which it is to be deployed. The default value is "free".
	EWBI, NBIEast/West/North
	Optional

	Edge Application scaling policy
	Indicates whether a backend application can be scaled up or down based on observed traffic. The default value is "not scalable".
	EWBI, NBI East/West/North
	Optional

	Edge Application migration policy
	Indicates whether a backend application may be moved from its current operator network or current geographic Region (i.e., without violating the General Data Protection Regulation (GDPR)).
	EWBI, NBIEast/West/North
	Optional

	Subscriber Availability
	Indicates which subscribers the application is available to (e.g. only to subscribers on Home OP, to inbound/outbound roaming subscribers in a specific operator or country, all subscribers, etc.). If not provided, no restrictions on availability should be assumed.
	EWBI, NBIEast/West/North
	Optional


[bookmark: _Ref96511761]: Information elements in theCommon Data Model – Edge Application Manifest data model
The following table is the model of the Edge Application profile
	Data type
	Description
	Interface Applicability

	Edge Application ID
	The ID of the Edge Application running on the edge node
	East/West/North

	Edge Application IP address(es)
	The IP address(es) of the Edge Application running on the edge node
	East/West/North

	Edge Application status
	The status of the Edge Application running on the edge node
	East/West/North

	Edge Application Traffic Flow Rules
	The traffic flow rules describing application traffic characteristics (e.g., IP, Port, Protocol etc.) for filtering and routing of traffic to cloudlets 
	North


: Edge Application profile
A Flavour is a description of a set of resource requirements used by an application instantiation. It should have a name to identify the description uniquely and globally across OPs in an OP federation.
A resource description should be consistent with those appearing in Flavours available in public clouds. This means that a Flavour should specify CPU, memory, storage, I/O bandwidth, CPU architecture, special hardware (e.g., accelerators).
A Flavour definition ensures that if an Application Provider selects a Flavour for a manifest, the application can successfully run if instantiated into a cluster containing at least the resources specified.
Flavours are not standardised (at this time) in this document. Federated Operators and OP Partners should undertake to produce and maintain a consistent Flavour catalogue.
	Data type
	Description
	Interface Applicability
	Optionality

	Computing resource requirements
	The computing resource requirements of the Edge Application, including whether the resource should support Containers or VMs
	East/West/North
	Optional

	Storage resource requirements
	The storage resource requirements of the Edge Application
	East/West/North
	Optional

	Network resource requirements
	The network resource requirements of the Edge Application
	East/West/North
	Optional

	Extension requirement
	The extension requirements of the Edge Application
	East/West/North
	Optional


: Flavour profile parameters
In the data model, a QoS description characterises the traffic between an Application Client and an Edge Application carried by a flow between the client and backend. A QoS description allows an Application Provider to describe the physical constraints in an edge network that should be met for the application to run successfully and provide a correct Quality of Experience (QoE) for the end-user at the UE.
Various standards organisations have investigated QoS and have specified definitions of QoS classes. For example, research in the 5G community has led to a description of QoS traffic classes common (or are expected to be common) in 5G networks. The reader is directed to 3GPP 23.501 [10], Table 5.7.4-1. In this table, the traffic classes are defined via a collection of metrics, including:
"resource type" (i.e., whether a flow is guaranteed the service requested, or only gets best effort);
Packet Delay Budget; 
Packet Error Rate;
Maximum Data Burst Volume.
These are aggregate statistics collected over a time window, the length of which is specified by the operator. These statistics apply to the path from the UE to the User Plane Function (UPF).
For edge computing, QoS on this path is necessary but not complete. It does not cover the segment from the UPF to the backend application. Including this path in a QoS latency budget is essential.
Based on this discussion:
The QoS spec may contain the optional attributes, latency, bandwidth, and jitter.
The attributes shall be measured from UE to the backend application over a time window consistent with the duration of a data session.
Optional attributes shall be permitted, following the requirements of the data model as a whole.
Note:	Considerations of QoS from UE to UPF, and the definition of QoS classes from UPF to backend application, require further investigation.
	Data type
	Description
	Interface Applicability
	Optionality

	Bandwidth
	Bidirectional data rate between UE and Edge Application measured end-to-end with a "loopback" application
	East/West/North
	Optional

	Latency
	The round trip delay between UE and Edge Application measured end-to-end with a "loopback" application
	East/West/North
	Optional

	Jitter
	The variance of round-trip delay between UE and Edge Application measured end-to-end with a "loopback" application
	East/West/North
	Optional


: QoS profile
[bookmark: _Toc54104655][bookmark: _Toc54267767][bookmark: _Toc130993320]Cloudlet
The Cloudlet is where the application is deployed. The Cloudlet data model (Table 7) provides the required parameters to deploy applications in the Cloudlet. Therefore, the Common Data Model of Cloudlet involves Cloudlet ID and the resources needed-for the OP to manage the Cloudlet- and Cloudlet Profile.
	Data type
	Description
	Interface Applicability
	Optionality

	Cloudlet ID
	The FQDN defining the Cloudlet of where the Edge Client shall connect.
	East/WestEWBI, SBI-CR
	Mandatory

	Cloudlet Profile
	Gathers the Cloudlet information (e.g. ID) and characteristics (e.g. storage, GPU support, etc.)
	East/West
	

	Availability Zone
	Identifies the Availability Zone, as defined in Table 7.
	EWBI, NBI
	Mandatory

	Resources
	Identifies the resource the application will need. As defined in Table 6.
	EWBI, NBI, SBI-CR	Comment by Sandra Ondrusova: Is this exposed on NBI too? How about SBI-CR?
	Mandatory


[bookmark: _Ref71143305]: Common Data Model of - Cloudlet
[bookmark: _Toc54104656][bookmark: _Toc54267768][bookmark: _Toc130993321]Edge Application Client	Comment by Sandra Ondrusova: We don’t have a definition.	Comment by Sandra Ondrusova r1: 1st occurrence of “Edge Client”	Comment by Sandra Ondrusova r1: It looks like it’s Application Client (Application Client
A specifically developed client component of an application.
)
The Edge Application Client represents an endpoint of the UNI. and is a component of the User Equipment. Different implementations are possible, for example, OS component, separate application software component, software library, Software Development Kit (SDK), etc. The data model of the edge application includes Edge Application Client ID, Edge Application Client IP address, Edge Application Profile, Security and UE/Non-SIM and Edge Client Profile. There may be multiple Edge Application Clients on a single UE, and a separate data module may exist for each.


	Data type
	Description
	Interface Applicability
	Optionality

	Application Client ID
	A unique identifier of the Application Client.
	UNI, EWBI, SBI-CHF	Comment by Elisabeth Andersson: Of interest to charging over SBI-CHF	Comment by Sandra Ondrusova r2: Added
	Mandatory

	Application Client IP
	The IP address of the Application Client
	UNI, EWBI
	Mandatory

	Operator Platform
	The OP for the Application Client. As defined in Table 13.
	UNI
	Mandatory

	Application Provider 
	The Application Provider(s) who manages the Application. As defined in Table 20.
	UNI
	Mandatory

	Edge Application Profile
	The application associated with the Application Client. As defined in Table 19.
	UNI
	Mandatory

	Security
	Security details that are supported by the Application Client. As defined in Table 2.
	UNI
	Mandatory

	UE
	The UE where the Application Client is installed. As defined in Table 11.
	UNI
	Optional

	Non-SIM UE
	The Non-SIM device where the Application Client is installed. As defined in Table 12.
	UNI
	Optional


[bookmark: _Ref135738952]: Common Data Model – Application Client

	Data type
	Description
	Interface Applicability
	

	Edge Client ID
	A unique value that defines the client ID accessing the OP
	UNI/East/West
	

	Edge Client IP address 
	The IP address of the Edge client
	UNI/East/West
	

	Edge Client Profile
	Reflects the profile of the edge client and the level of authorisation to access the edge nodes.
	UNI/East/West
	


: Common Data Model of Edge Client
[bookmark: _Toc54104657][bookmark: _Toc54267769][bookmark: _Toc130993322]Resource
A resource can be provided by cloud and edge. The Common Data Model of resource properties includes the resource's type, capacity, location, and state.
	Data type
	Description
	Interface Applicability
	Optionality

	Resource name
	The name of the resource
	EWBI, NBI, SBI-CREast/West/North
	Mandatory

	Resource type 
	The type of resource
	EWBI, NBI, SBI-CR, SBI-CHFEast/West/North
	Mandatory

	Capacity
	The capacity of the resource
	EWBI, NBI, SBI-CREast/West/North
	Mandatory

	State
	The state of the resource (e.g. running, hibernated)
	EWBI, NBI, SBI-CREast/West/North
	Mandatory

	Availability Zone
	The associated availability zone, as defined in Table 7.
	EWBI, NBI, SBI-CHFEast/West/North
	Mandatory


[bookmark: _Ref133496954]: Common Data Model - of rResource properties
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The Common Data Model of Availability Zone includes the compute resources, the supported virtualization technology, the QoS parameters supported and the associated costs.
	Data type
	Description
	Interface Applicability	Comment by Sandra Ondrusova: How about SBI-CR?
	Optionality

	Availability Zone Name
	The name of the availability zone
	EWBI, NBIEast/West/North
	Mandatory

	Region identifier
	Geographical identifier
	EWBI, NBIEast/West/North
	Mandatory

	Compute resourcesFlavour
	Flavours (e.g. CPU, memory, storage, in/out bandwidth) as defined in Table 20
	EWBI, NBI, SBI-CREast/West/North
	Mandatory

	Specialized compute offered
	Particular compute resources (e.g. GPU, VPU, FPGA, NPU)
	EWBI, NBI, SBI-CREast/West/North
	Mandatory

	QoS Profile
	The identifier of the QoS description for network traffic, as selected by the Application Provider. As defined in Table 21.Maximum values of latency, jitter, packet loss ratio
	EWBI, NBI, SBI-NREast/West/North
	Mandatory

	Supported virtualization technology
	VMs, containers, both
	East/West/North
	

	Costs	Comment by Sandra Ondrusova: Do we need Cost?	Comment by Sandra Ondrusova: Remove in the next revision
	Costs associated with the use of the resources
	East/West/North
	


[bookmark: _Ref96511841][bookmark: _Ref135742546]: Common Data Model of - Aavailability Zzone properties
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The Common Data Model of UE includes the UE ID, UE location. There is a need to preserve the UE ID in multiple scenarios such as roaming, authentication and charging.
	Data type
	Description
	Interface Applicability
	Optionality

	UE ID
	A unique identifier that can be used to identify a UE. For mobile networks, the ID shall be based on International Mobile Subscriber Identity (IMSI) and Mobile Subscriber Integrated Services Digital Network Number (MSISDN) (in case of 3G-4G access) and General Public Subscription Identifier (GPSI) and Subscription Permanent Identifier (SUPI) in case of 5G access as defined by 3GPP. When presented out of the trusted domain (e.g. NBI exposure), the UE ID may take a different format (e.g. a token) bound by the OP to ensure user privacy.
	UNI, EWBI, NBI, SBI-NR, SBI-CHF/North/East/West/South	Comment by Elisabeth Andersson: Of interest to charging over SBI-CHF	Comment by Sandra Ondrusova r2: Added
	Mandatory

	UE location
	UE location indicates where the UE connects to the network. For a UE in a mobile network, this is expected to be tied to a relatively static element, such as a data session anchor or mapped Availability Zone, rather than a granular location identifier. When presented out of the trusted domain (e.g. NBI exposure), the UE location may take a different format (e.g. a token) bound by the OP to ensure user privacy. 
	UNI, EWBI, NBI /North/East/West/
	Mandatory

	UE Home OP
	The ID of the UE’s Home OP as defined in Table 10of the UE
	UNI, EWBI /East/West/
	Mandatory

	Network Slice Profile ID
	Network Slice Profile ID identifies the network slice and service that the end user can access. See Table 22 for more details.
	EWBI, NBI, SBI-NR North/East/West/South
	Optional


[bookmark: _Ref133495825]: Common Data Model of - UE
Non-SIM UE
The Common Data Model of Non-SIM UE includes the Non-SIM UE ID, Non-SIM UE location. Non-SIM UEs are mostly non-mobile, or so considered as per the current scope of this document.
	Data type
	Description
	Interface Applicability
	Optionality

	Non-SIM UE ID
	A unique identifier that can be used to identify a Non-SIM UE by the OP. 
For a Non-SIM UE, this is a unique ID to identify the Non-SIM UE permanently. It is generated at the Non-SIM UE's first registration with the OP.
	UNI, NBI, EWBI, SBI-CHF/North/East/West/South	Comment by Elisabeth Andersson: Of interest to charging over SBI-CHF	Comment by Sandra Ondrusova r2: Added
	Mandatory

	Non-SIM UE location
	Non-SIM UE location indicates where the non-SIM UE connects to the network. The OP will perform the Non-SIM UE’s location identification with the help of the Non-SIM UE’s network information. 
The Non-SIM UE Location is expected to be tied to a relatively static element, such as a mapped Availability Zone, rather than a granular location identifier.
	UNI, NBI, EWBI/North/East/West/
	Mandatory

	Non-SIM UE Home OP
	The ID of the Home OP of the non-SIM UE as defined in Table 10.. This will be preconfigured in non-SIM UE through SDK or UC.
	UNI, EWBI /East/West/
	Mandatory


[bookmark: _Ref133495852]: Common Data Model of - Non-SIM UE
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The Common Data Model of Operator Platform includes the OP ID.
	Data type
	Description
	Interface Applicability
	Optionality

	OP ID
	The ID of the Operator Platform. This ID shall be unique per OP domain
	UNI, NBI, EWBI, SBI -CHF/North/East/West/South	Comment by Elisabeth Andersson: Of interest to charging over SBI-CHF	Comment by Sandra Ondrusova r2: Added
	Mandatory


[bookmark: _Ref96511859]: Common Ddata Mmodel of - Operator Platform
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NEF/SCEF, as a 5G/4G network capability opening function, provides secure disclosure services and capabilities provided by 3GPP network interfaces.
	Data type
	Description
	Interface Applicability
	Optionality

	NEF/SCEF ID
	The FQDN of the NEF/SCEF against which the OP shall connect. The ID shall be unique per OP domain
	SouthSBI-NR
	Mandatory

	NEF/SCEF IP address
	The IP address of the SCEF or NEF against which the operator platform shall connect
	SouthSBI-NR
	Mandatory


[bookmark: _Ref133502510]: Common Data Model of - NEF/SCEF
[bookmark: _Toc130993327]Network Capability
Network capabilities are accessed by the OP through the SBI-NR and consumed by the OP or exposed through the NBI (to the Application Provider) or EWBI (to the Leading OP) as described in section 3.3.11. Network cCapabilities shall beare enumerated and described via their SLIs and SLOs to support the federation of network capabilities. Each set of SLIs shall have a unique ID.
Note: 	The realization of a specific network capability in a network is up to the individual operator; that is, the same capability may be achieved by different means (i.e. using other SBI-NR interfaces/parameters).
	Data type
	Description
	Interface Applicability
	Optionality

	Network Capability ID
	The ID of the enumerated network capability
	SBI-NR, EWBI, NBI East/West/North
	Mandatory

	Network Capability Profile
	The profile describes the Service Level Indicators (SLI) and Objectives (SLO).
	SBI-NR, EWBI, NBI
	Optional

	Service Level Indicators
	The set of SLIs for this capability
	East/West/North
	Optional


[bookmark: _Ref133496691]: Common Data Model of - Network Capabilityies
[bookmark: _Toc130993328]Network Capability Request
A network capability request is a specific request as part of the Application Manifest or issued in another form through the NBI.
Void
	Data type
	Description
	Interface Applicability
	Optionality

	Capability ID
	ID of enumerated network capability
	East/West/North
	Mandatory

	Service Level Objectives
	The Service Level Objectives of the specific request matching the format of the SLIs of the requested capability
	East/West/North
	Optional

	Request scope
	Defines whether a specific capability is requested for any Application Instance/data session or only upon explicit events or a subset of data sessions
	East/West/North
	Mandatory


: Common Data Model of Network Capability Requests
[bookmark: _Toc130993329]Cloudlet Network and QoS Topology
Cloudlets, hosting compute resources for edge applications are interconnected with the mobile network and could provide different levels of QoS based on location and infrastructure capabilities. OP would need to manage the information described in Table 17 via the SBI-NR interface to provide the requested QoS level for the application in conjunction with a Cloudlet.
	Data type
	Description
	Interface Applicability
	Optionality

	Edge Network Location Information
	It may include location information referred within NEF/SCEF APIs, e.g. Cell IDs, Tracking Area Code(TAC), Registration Area(RA) etc.
	SouthSBI-NR
	Mandatory

	Edge Local Data Network IDs
	Data Network Access Identifiers (DNAIs) representing networking and routing information associated with cloudlets
	SouthSBI-NR, SBI-EIN
	Mandatory

	Edge QoS Profile IDs
	The identifier(s) of the QoS for network traffic, as defined in Table 21,Identifiers of pre-configured QoS profiles (e.g., Latency, Packet loss, Bandwidth etc.) that a mobile network can provide to a cloudlet
	SouthSBI-NR
	Mandatory


[bookmark: _Ref97151526]: Common Data Model - Cloudlet Network and QoS Topology
[bookmark: _Toc130993330]Network Analytics
Network Analytics capabilities are accessed by the OP through the SBI-NR and consumed through the NBI (to the Application Provider) or EWBI (to the Leading OP) as described in section 3.3.11 regarding Network Analytics. Those capabilities shall be enumerated and described via their SLIs to support federation and be classified by type. Each set of SLIs, SLOs, type and granularity shall have a unique ID.
	Data type
	Description
	Interface Applicability
	Optionality

	Network Analytics ID
	ID of enumerated analytics capability
	SBI-NR, EWBI, NBIEast/West/North
	Mandatory

	Service Level IndicatorsNetwork Analytics Profile
	The profile describes the Service Level Indicators (SLI) and Objectives (SLO).The Service Level Indicators for this capability
	SBI-NR, EWBI, NBIEast/West/North
	Optional

	Network Analytics Type
	Type of Analytics Capability (e.g. event based, transactional)
	SBI-NR, EWBI, NBIEast/West/North
	Mandatory

	Granularity Scope
	Defines the requested granularity.
	SBI-NR, EWBI, NBI
	Optional


: Common Data Model of - Network Analytics Capabilities
[bookmark: _Toc130993331]Network Analytics Request 
Void A network analytic capability request is a specific request issued through the NBI and EWBI.
	Data type
	Description
	Interface Applicability
	Optionality

	ID
	ID of enumerated analytic capability
	East/West/North
	Mandatory

	Service Level Objectives
	Service Level Objectives for this capability
	East/West/North
	Optional

	Type
	Type of Analytics Capability
	East/West/North
	Mandatory

	Granularity Scope
	Defines granularity requested by client
	East/West/North
	Optional


: Common Data Model of Network Analytics Capability Request
[bookmark: _Toc130993332]NSaaS Lifecycle Status
The Common Data Model of NSaaS Lifecycle Status includes the network slice identifier and a lifecycle state of the network slice. The OP accesses the data through SBI-OAM interface or EWBI from its partners, and exposes the data through NBI to the Application Provide.
	Data type
	Description
	Interface Applicability
	Optionality

	Network Slice ID
	Identifier of a network slice
	EWBI, NBI, SBI-NR, SBI-OAMEast-West/North/OAM
	Mandatory

	Network Slice State
	Indicates the network slice state
	EWBI, NBI, SBI-OAMEast-West/North/OAM
	Mandatory

	Requested Action
	Indicates the requested action for network slice lifecycle change
	EWBI, NBI, SBI-OAM
	Optional

	Edge Application Profile
	Identifies the edge application that is associated with the network slice. As defined in Table 19.
	EWBI, NBI, 
	Optional

	Application Provider
	Identifies the Application Provider(s) who is the network slice customer and can manage the network slice. As defined in Table 17.
	EWBI, NBI, SBI-OAM
	Mandatory
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A NSaaS Request is a specific request from the OP and the Application Provider to change or manage the network slice lifecycle status.
	Data type
	Description
	Interface Applicability
	Optionality

	Network Slice ID
	Identifier of a network slice 
	East-West/North/OAM
	Mandatory

	Requested Action
	Indicates the requested action for network slice lifecycle change
	East-West/North/OAM
	Mandatory
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A Network Slice Profile provides information related to the network slice.
	Data type
	Description
	Interface Applicability
	Optionality

	S-NSSAI
	S-NSSAI is used to uniquely identify a network slice that is subscribed for the end user.
	EWBI, NBI, SBI-NREast-West/North/South
	Mandatory

	DNN
	DNN that the end user uses to access the service
	EWBI, NBI, SBI-NREast-West/North/South
	Mandatory

	QoS Profile ID 
	As defined in Table 6.
	EWBI, NBI, SBI-NREast-West/North/South
	Optional
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Application Provider
The Common Data Model of the Application Provider.
	Data type
	Description
	Interface Applicability
	Optionality

	Application Provider ID
	The identifier of the Application Provider.
	NBI, SBI-CHF, EWBI	Comment by Elisabeth Andersson: Of interest to charging over SBI-CHF	Comment by Sandra Ondrusova r2: Added
	Mandatory

	OP
	The leading OP for the Application Provider. As defined in Table 13.
	NBI
	Mandatory

	Edge Application Manifest 
	The application to be instantiated and managed by the Application Provider. As defined in Table 3.
	NBI
	Optional

	Security
	A set of security rules are supported by the Application Provider. As defined in Table 2.
	NBI
	Mandatory
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Edge Application Profile
The following Table 21 is the model of the Edge Application Profile.
	Data type
	Description
	Interface Applicability
	Optionality

	Edge Application ID
	The ID of the Edge Application running on the edge node
	EWBI, NBI, SBI-CR
	Mandatory

	Edge Application IP address(es)
	The IP address(es) of the Edge Application running on the edge node
	EWBI, NBI, SBI-CR
	Mandatory

	Edge Application status
	The status of the Edge Application running on the edge node
	EWBI, NBI, SBI-CR
	Mandatory

	Edge Application Traffic Flow Rules
	The traffic flow rules describing application traffic characteristics (e.g., IP, Port, Protocol etc.) for filtering and routing of traffic to cloudlets 
	NBI, SBI-EIN, SBI-CR, SBI-NR
	Mandatory
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Flavour
A Flavour is a description of a set of resource requirements used by an application instantiation. It should have a name to identify the description uniquely and globally across Ops in an OP federation.
A resource description should be consistent with those appearing in Flavours available in public clouds. This means that a Flavour should specify CPU, memory, storage, I/O bandwidth, CPU architecture, special hardware (e.g., accelerators).
A Flavour definition ensures that if an Application Provider selects a Flavour for a manifest, the application can successfully run if instantiated into a cluster containing at least the resources specified.
Flavours are not standardised (at this time) in this document. Federated Operators and OP Partners should undertake to produce and maintain a consistent Flavour catalogue.
	Data type
	Description
	Interface Applicability
	Optionality

	Computing resource requirements
	The computing resource requirements of the Edge Application, including whether the resource should support Containers or VMs
	EWBI, NBI,  SBI-CR	Comment by Sandra Ondrusova: Should this apply to SBI-CR too?
	Optional

	Storage resource requirements
	The storage resource requirements of the Edge Application
	EWBI, NBI, SBI-CR
	Optional

	Network resource requirements
	The network resource requirements of the Edge Application
	EWBI, NBI, SBI-CR
	Optional

	Memory resource requirements
	The memory requirements of the Edge Application.
	EWBI, NBI, SBI-CR
	Optional

	GPU resource requirements
	The GPU requirements of the Edge Application.
	EWBI, NBI, SBI-CR
	Optional

	Virtualisation options
	The deployment options.
	EWBI, NBI, SBI-CR
	Optional
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QoS Profile
In the data model, a QoS description characterises the traffic between an Application Client and an Edge Application carried by a flow between the client and backend. A QoS description allows an Application Provider to describe the physical constraints in an edge network that should be met for the application to run successfully and provide a correct Quality of Experience (QoE) for the end-user at the UE.
Various standards organisations have investigated QoS and have specified definitions of QoS classes. For example, research in the 5G community has led to a description of QoS traffic classes common (or are expected to be common) in 5G networks. The reader is directed to 3GPP 23.501 [10], Table 5.7.4-1. In this table, the traffic classes are defined via a collection of metrics, including:
"resource type" (i.e., whether a flow is guaranteed the service requested, or only gets best effort);
Packet Delay Budget; 
Packet Error Rate;
Maximum Data Burst Volume.
These are aggregate statistics collected over a time window, the length of which is specified by the operator. These statistics apply to the path from the UE to the User Plane Function (UPF).
For edge computing, QoS on this path is necessary but not complete. It does not cover the segment from the UPF to the backend application. Including this path in a QoS latency budget is essential.
Based on this discussion:
The QoS spec may contain the optional attributes, latency, bandwidth, and jitter.
The attributes shall be measured from UE to the backend application over a time window consistent with the duration of a data session.
Optional attributes shall be permitted, following the requirements of the data model as a whole.
Note:	Considerations of QoS from UE to UPF, and the definition of QoS classes from UPF to backend application, require further investigation.
	Data type
	Description
	Interface Applicability
	Optionality

	Bandwidth
	Bidirectional data rate between UE and Edge Application measured end-to-end with a "loopback" application
	SBI-NR, EWBI, NBI 
	Optional

	Latency
	The round trip delay between UE and Edge Application measured end-to-end with a "loopback" application
	SBI-NR, EWBI, NBI, SBI-CR, SBI-EIN
	Optional

	Jitter
	The variance of round-trip delay between UE and Edge Application measured end-to-end with a “loopback” application
	SBI-NR, EWBI, NBI, SBI-CR, SBI-EIN
	Optional
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Operator 
The key properties of the Operator are listed in the Common Data Model in the Table 22. 
	Data type
	Description
	Interface Applicability
	Optionality

	Operator ID
	The identifier of the Operator. Usually it is a MCC+MNC.
	SBI-NR
	Mandatory

	OP
	The OP that belongs to the Operator. As defined in Table 13.
	EWBI, UNI, NBI
	Mandatory

	NEF/SCEF 
	Identifies the NEF or SCEF, as defined in Table 11.
	SBI-NR
	Optional

	Resources
	Identifies the resources, as defined in Table 6.
	SBI-NR, EWBI, NBI, SBI-CR, SBI-CHF
	Optional

	Network Capabilities
	All the Network Capabilities supported by the Operator, as defined in Table 12.
	SBI-NR, EWBI, NBI
	Optional

	Cloudlet Capabilities
	All the Cloudlet Capabilities supported by the Operator.
	SBI-CR, EWBI, NBI
	Optional

	OSS/BSS
	Identifies the OSS/BSS, as defined in Table 23.
	SBI-OAM
	Optional

	Cloudlet
	Identifies the Cloudlet, as defined in Table 4.
	SBI-CR
	Optional

	Availability Zone
	Zone covered by the Operator, as defined in Table 7
	NBI, EWBI
	Optional
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OSS/BSS
The key properties of OSS/BSS Common Data Model are listed in the table below. 
	Data type
	Description
	Interface Applicability
	Optionality

	OSS/BSS ID
	The ID OSS/BSS that is unique per OP domain
	SBI-OAM
	Mandatory

	OSS/BSS IP address
	The IP address of the OSS or BSS.
	SBI-OAM
	Mandatory
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