· Cellular Access
· Roaming & Federation
· Topic P Roaming architecture: The detailed impact of service access by devices that are attached to networks other than their home network (e.g. roaming, Wi-Fi, etc.) on the various interfaces and functions of the OP,
· Topic P Roaming architecture: Application service and session continuity scenario involving mobility from one operator network to another operator’s network and between 3GPP access and non-3GPP access.
· Topic P Roaming architecture: The detail impact on the OP architecture and interfaces for NsaaS.  
· Topic Q Roaming beyond federation: Access to edge resources in the visited network when no federation exists between that network's OP and the Home OP of a subscriber,
· Note: May be grouped with Topic P if both selected, but unlikely that this has equal priority. So needs to be prioritised separately.
· Topic Y NSaaS in a federated environment: Detail impact on the service access and the OP architecture and interfaces when NSaaS is offered in a federated environment  
· Cellular Service continuity
· Note: Covered as topics A, E and N in Phase/Release 3, but several detailed topics remaining
· Topic E Cellular Service continuity: The QoS management and mapping when a UE moves between 5G and 4G and between 5G and non-3GPP networks 
· Topic E Cellular Service continuity: The 5G SSC mode interworking when a UE moves between 5G and 4G and between 5G and non-3GPP networks 
· Topic E Cellular Service continuity: UE IP address change event detection and changed IP address determination by UC applications due to SSC mode procedures in the mobile network.
· OP and edge connectivity
· Topic G Data Off and OP/Edge access connectivity: OP and Edge Access when a UE's data switch is switched off
· Note: will likely bring other aspects of OP/Edge access into the picture, (e.g. network slicing, DNN/NNSAI for edge access per application or fixed for an OP/an MNO, etc.). So may be larger than it seems.
· Topic V Support for client side QoS mechanisms: investigate whether and how client-side QoS mechanisms such as L4S and DSCP could be used
· Use of Wi-Fi for access
· Topic S SIM UE access over Wi-Fi: The detailed impact of service access by devices that are attached to networks other than their home network (e.g. roaming, Wi-Fi, etc.) on the various interfaces and functions of the OP,
· Note: relates to Topics P, E and even G, but only in part because there will be specific things to cover for a cellular device attached to Wi-Fi (e.g. authentication, OP Discovery, "visited" NW identification, etc.)
· Topic R Service continuity between cellular and Wi-Fi: Application service and session continuity scenario involving mobility from one operator network to another operator’s network and between 3GPP access and non-3GPP access.
· Note: could be grouped with Topic S if both are selected because there's a dependency, but seems good to prioritise separately
· Topic N Non-SIM UE mobility: Mobility requirements for non-SIM UEs,
· OP Capabilities:
· Enhanced Edge Capabilities exposure
· Topic K limiting an application's geographic distribution: The management in a federation of legal constraints that restrict an application's distribution to specific regions (see OPG.02 v2.0 section 3.3),
· Topic A Cloud Infrastructure Reference Model alignment: A more detailed alignment with GSMA PRD NG.126 on the information elements that can be used on the different interfaces and in the OP's data model for the Edge Application and the Resource/Node,
· Application interaction and interconnect
· Topic C Application interaction and interconnect: Data Sharing capability, i.e. Data is 'open' for use by multiple application providers (see OPG.02 v2.0 section B.8),
· Topic C Application interaction and interconnect: Low latency interaction between applications in different networks in a standardised manner (see OPG.02 v2.0 section 3.3.10),
· Note: assumed that both topics could be grouped because when enabling data sharing, an immediate next question from developers would likely be to have that between nearby cloudlets on the same and different operators. There may be quite a lot of complexity here because normally we should have isolation between tenants and interconnects firewalls on either side that need to allow the traffic.
· Topic AB DNS and Edge Security: investigate secure DNS options and options for including a DNS service in an Edge architecture
· Enhanced Network capabilities exposure
· Topic J Enhanced Network capabilities exposure: Exposure of operator network capabilities beyond edge resources (e.g. Network as a Service features offering improved QoS on network access),
· Note: likely left in for more detailed coverage of specific capabilities such as network slicing (see also topic M) and QoS
· Topic J Enhanced Network capabilities exposure: principles for exposing network capabilities to specify in detail metrics to be reported by the OP (see OPG.02 v2.0 section 5.1.5.2)
· Topic J Enhanced Network capabilities exposure: Exposure of operator network capabilities beyond edge resources concerning 3GPP Network Exposure Function (NEF) API/ Network Data Analytics Function (NWDAF) Analytics to expand the General Requirements to OP specific requirements/APIs (see OPG.02 v2.0 section 5.1.4.2.2 requirements 9 to 12),
· Topic J Enhanced Network capabilities exposure: Offering network capabilities independent of edge
· Topic J Enhanced Network capabilities exposure: Capabilities for an OP to enable an Application Provider to select the Service and Session Continuity mode per application
· Topic M Network Slice as a Service: Slice life cycle management, slice handling in federated environment, slice handling in international and national roaming.
· Communication Services
· Topic D Branded call support
· Topic U Video Ring Back Tone
· Topic F Click to call for IMS Data Channel
· Other capabilities
· Topic O Platform as a Service: Inclusion of further capabilities to allow providing a complete Platform as a Service offering,
· Topic I Enhanced Charging: allow setting up further the business models for federation and towards end customers/developers. The current PRD definition is left at a very high level and may not fulfil all the possible commercial model options.
· Topic X Privacy Control and Indication: enable verification with the subscriber before sharing privacy sensitive information with an Application Provider (may be relevant even when selecting availability zone to manage a subscriber's session). 3GPP standards should be checked on privacy and user permissions with relation to User location Privacy Indicator. 
· Topic AA Federation security:  Define security levels between operators 
· OP Architecture
· Topic T User Client requirements: Detailed requirements on the User Client (see OPG.02 v2.0 sections 3.5.5.2 and 5.2.4),
· Topic B Application Instance Sharing: The sharing of an Application Server between different operators (see section B.8).
· Note: different from Edge Node Sharing where a whole instance is outsourced to the Partner Network in this case subscribers from different operators may be served by the same instance 
· Topic L Multi-Device service continuity: Service continuation between UEs and non-SIM UEs, i.e. requirements for application service continuation when a user switches between a UE and a non-SIM UE for the same service
· Topic H edge interconnection network: The edge interconnection network and interface with the OP that an OP can use for edge application relocations and application state synchronization across Cloudlets 
· Note: can potentially be grouped with Topic E, Topic R or Topic C, but seems a topic in its own right.
· Topic W Regulatory Considerations: the impact of regulatory requirements (e.g. Net Neutrality) on how the OP should deliver its services.
· Note: Could beyond the actual requirements also include the development of an annex on Regulatory Considerations 
· Topic AC NBI access from subscriber devices: analyse whether NBI access directly from subscriber devices (rather than through an application backend) brings benefits and if so, define requirements on how the NBI can be used in that context (scaling, authentication, connectivity changes, etc.).
· User management 
· Topic Z  Subscription data management: Analyse end user profile and data the OP needs to manage
· Topic AD Restrictions from subscription: Identify when capabilities are not available for a particular subscriber due to restrictions imposed by their end user profile and inform Application Provider when that is the case.
