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1 [bookmark: _Toc74460299][bookmark: _Toc330993687][bookmark: _Toc327548204][bookmark: _Toc327548004][bookmark: _Toc330993688][bookmark: _Toc327548205][bookmark: _Toc327548005]Introduction	Comment by Tom Van Pelt: Should probably just thank 3GPP for their LS asking clarification on the Federation ID and inform that that has been an area on which OPAG has been working for the upcoming release	Comment by Gunjal, Deepak: Done
GSMA Operator Platform API Group (OPAG) thanks 3GPP SA6 for the LS on the purpose of federation id and how it is used in E/WBI interactions.
2 Feedback to 3GPP SA6
The federation id is an identifier which uniquely identifies an Operator Platform(OP) instance among the federating OPs. The East-Westbound Interface APIs (v2.0) from GSMA OPAG specifies exchange of the federation id in the E/WBI interactions to enable the identification of the telco in charge of a given OP instance. Before establishing the federation, the operators are expected to exchange their federation id with each other using the procedures beyond the scope of the E/WBI APIs (v2.0). 	Comment by Tom Van Pelt: typo	Comment by Gunjal, Deepak: Done	Comment by Vijay: Can we provide clarity of Federation Identifier on top of existing PLMN ID, MNO Specific Identity etc. from GSMA perspective like below to 3GPP:

An OP can possibly involve in multiple federation relationships, the federation identifier is different from PLMN Identity or country code or any MNO specific identity. In order to associate the operation invoked over E/WBI API with particular federation relationship, the federation identifier shall be included in all the E/WBI APIs invocations. 	Comment by Gunjal, Deepak: We have mentioned the rationale in the response what the federation identifier is and moving forward it is made optional but it will be deprecated in future revisions. With oAuth2.0, the client credentials are now used for authorization and identification. So do we really need to expand it further as you have suggested?
As the federation id represents an OP instance under the operational ownership of a telco which implies that if there are N number of federating telcos then there will be N number of federation ids representing each of them.	Comment by Gunjal, Deepak: Adding as per the discussion in OPAG #73 to show federation id represents an OP instance
Also, a separate federation context identifier which represents the directional relationship between the two OPs say OP-A and OP-B and it is defined in the E/WBI APIs (v2.0). If the two OPs intends to share their resources with each other then there will be two federation context identifiers to represent the two directional relationships i.e., from OP-A to OP-B and OP-B to OP-A. The federation context identifier is assigned by the Partner OP (e.g., OP-B) when the Originating OP (e.g., OP-A) initiate a federation create request towards OP-B.  	Comment by Gunjal, Deepak: As discussed in OPAG#73, adding a description of the federation context identifier as well.
The mechanisms to manage the generation and assignment of the federation id to an OP instance are for further studies. The federation id is made optional in the upcoming release of the East-Westbound Interface APIs from GSMA OPAG,	Comment by Vijay: We are mixing the concept of identifying the federation relation with identifying the requestor of the request. Single OP can have multiple requestor nodes (e.g. in 3GPP OP can be EES and/or ECS which can initiate federation request for an operation). Federation identifier is to identify federation relation (to apply different policies) and authorization credential is to identify requestor node within OP.

Hence suggest to remove this paragraph.	Comment by Gunjal, Deepak:   Not exactly in my opinion. In the first version of the E/WBI APIs the federation identifier was proposed for identifying the member OP but it is still something that is defined and agreed mutually among the federating members in say one group say GRP#1 e.g. OP-A, OP-B, OP-C. Now if OP-A is also part of another group of OPs say GRP#2 e.g. OP-A, OP-X, OP-Y etc then OP-A will have another identity in group 2 as there is no single authority which globally manages the federation identity for a telco.
  Then in 2nd versions and with few of the PoCs, it was realized that in presence of the oAuth 2.0, the client credentials assigned for an OP can be used for the identification purpose and making the federation identifier redundant. Hence in version of the E/WBI spec we are about to release, the federation identifier has been made optional with an intent to deprecate in future revisions
  In OPAG specs there is no notion of node. The federation identifier or oAuth credentials have been used to represent the identity of the OP(or telco).  
  The statement that has been added in context of this comment is for assessing the identity management aspects for the federation and which may possibly to evaluate a single identity for the telco irrespective of the various non-intersecting groups of federating OPs which it can be a part of. OPG backlog item has been created for this purpose
	Comment by Tom Van Pelt: Should we mention that it is made optional in the upcoming release?	Comment by Gunjal, Deepak: Agree.
3 Conclusion and actions
GSMA OPAG kindly request 3GPP SA6 to take the feedback into account as described above. 	Comment by Tom Van Pelt: Can likely just say that they should take the feedback into account. Feedback to the feedback may be a bit much 😊	Comment by Gunjal, Deepak: Agree 
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