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GSMA FTDG Group has reviewed the incoming documents:
FTDG83_018 EG RE (17)16 - ETSI - VoLTE analysis.docx 
FTDG83_019 NL Input TCAM-EGRE 20230608 - VOLTE.docx


Please find below the summary of group finding. 

EG RE (17)16 - ETSI - VoLTE Analysis

GSMA FTDG agrees with the overall document conclusion and would like to complement some of the document conclusions.
· Statement #1: Issue with IMS emergency session during roaming
GSMA TSG has discussed domain selection problem (no uniform behavior in 3GPP standards and absence of explicit guidelines/configuration objects for voice centric device).
Are there additional GSMA PRDs in scope to cover the optional device behavior?

GSMA TSG will implement additional test cases for GIBA in TS.11 PRD and looking forward in having additional NG PRDs mandating GIBA feature. 
Having said that deployment of GIBA will only partially solve the issue of IMS emergency call in roaming. 
There are still use cases of
· Invalid subscription 
· Complete absence of roaming relationship
That requires acceptance of “anonymous” sessions by the regulator. 

GSMA TSG is not aware as of today of network policies requesting device manufacturers to disable IMS emergency calls while roaming.
                        
· Statement #3: IPv4 and IPv6 interworking cases
GSMA has reviewed extensively this use case and common agreement that it is not necessary to change the existing GSMA PRD (IR.92; NG.114 and TS.11 device test specification)
The only correct solution as of today is that devices do comply with GSMA PRD and uses by default IPV4V6 thus allowing sufficient flexibility to the networks to deploy either IPV4 or IPV6.

· Statement #4: Fragmented configuration with no open exchange
GSMA would like to point out that there is continuous work in TSG to improve NSX to make the device configuration more easily accessible and being in use by end devices.

· Statement #5: Lack of testing
GSMA would like to highlight that in addition to Conformance testing and Interoperability testing (IR.25), GSMA TSG provides TS.11 device test specification PRD that is in use extensively by mobile industry (i.e. GCF FTAG device certification; PTCRB and mobile operators) thus complementing the interoperability testing of the devices.

NL Input TCAM-EGRE 20230608 – VOLTE
· Which GSMA Task Force is working on IMS emergency standardization and what is the status?
· Status of VxNR; VxWiFi standardization
GSMA has corresponding PRDs NG.114; NG.115; IR.51 and the corresponding device test cases are part of TS.11 PRD and IR.25 PRD.
· Adequate access for Mobile Virtual Network Operators to VoLTE features
GSMA has several initiatives to help MVNOs to get devices with IMS services:
· NSX exchange with more than 150 number of operators. Many MVNOs do not operate their own IMS core and so adopt the settings of the host MNO, but 65 of the operators in NSX are MVNOs who have their own settings. 
· Network certification (IR.25 based certification)
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