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TSGNS30 Review 
TSGNS30 Doc 002_TSGNS30 Meeting Agenda
TSGNS30 Doc 001_TSGNS29 Meeting minutes.
TS.62 V0.8.16 CR1038 v03 Update to user control of traffic categories.
TS.62 v0.8.16 CR1039 v01 Note about scenario when the OS will infer Application information. 


	
The meeting documents can be found on the GSMA Website here:
Network Slicing - TSGNS#30 - All Documents (sharepoint.com)
Note: All document for this meeting have been uploaded to the GSMA Website so that we comply with the US Entity List requirements, as the documents are made publicly available.
 



· GSMA welcomed the group and reminded about everyone that the meeting would be held in full compliance with the GSMA Anti-trust and IPRs policies.
· GSMA presented the TSGNS30 Agenda (TSGNS30_002), which was approved.

DP30_001 TSGNS30_002 TSGNS30 Agenda approved.

· GSMA presented the Minutes from the TSGNS29 (TSGNS30_001), which were approved. 

DP30_002 TSGNS30_001 TSGNS29 Meeting Minutes approved.

· Qualcomm present TSGNS30_007 TS.62 V0.8.4 CR1038 v03 Update to user control of traffic categories.
Qualcomm introduced the new version of CR1038 which had discussed by email.

Orange also agreed with this CR and made a clarification about this CR.

Google was fine with this REQ but had concern about the note which will cause confusion, Google suggested to remove the note.

Apple insisted to remove the internet and IMS category in REQ 2, which will not make sense and will cause confusion.

Vodafone suggested to clarify the difference between the internet and IMS category.

Verizon agreed with Orange and explained the intention of the CR.

Verizon, Orange, Vodafone, AT&T, Apple, Google, etc., proposed their new wording for the CR.


AT&T proposed to remove the yellow highlighted as Note 2 already covers it.
“ims” and “internet” connection type can be included in Connection Capability of Traffic Descriptor. Hence, no need to list here.
 
	TS62_3.1.2_REQ_002 
	The UE/OS SHOULD provide a means for the user to allow and disallow access, per application, to traffic categories. other than the defaultInternet and IMS traffic categoriesy. 
 
Note 1: The means by which the UE/OS provides the choice to the user is UE/OS-specific. 
 
Note 2: The user control, if provided, shall not affect the availability of IMS based services and emergency calls. 


 
 

Apple stated:
IMS and Internet categories are nothing special compared to other categories in the user control perspective. The concern on emergency calls is fully covered by Note 2.

Google agreed with the proposal from AT&T and Apple


After a lot of discussion, most of the group agreed the following revised text for the CR:
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GSMA asked delegates to conform if they agreed with the proposed CR or if they were against the proposed change:

Agreed: 8 Companies supported the CR

Disagree: Apple, Google, AT&T (3)

5 companies on the call did not express an opinion.

The chair then confirmed that consensus had been reached and the CR was conditionally approved.

This revised text was then repeated for TS62_3.2.3_REQ_002 and TS62_3.3.3_REQ_001

DP30_003 TS.62 V0.8.4 CR1038 v04 conditionally approved.

[bookmark: _Hlk145919279]AP30_001 TS.62 V0.8.4 CR1038 v06 to be sent to the group for 7-day approval.
This version included the agreed text added for TS62_3.2.3_REQ_002 and TS62_3.3.3_REQ_001


· Honor Device present TS.62 v0.8.16 CR1039 v01 Note about scenario when the OS will infer Application information.

Verizon and Google had concern about the CR.

GSMA proposed to hold the CR for discuss on the next call with the aim to include the CR, if approved in TS.62 v2.0.

DP30_004 TS.62 v0.8.16 CR1039 v01 postponed.
  
Decision Points:

DP30_001 TSGNS30_002 TSGNS30 Agenda approved.
DP30_002 TSGNS30_001 TSGNS29 Meeting Minutes approved.
DP30_003 TS.62 V0.8.4 CR1038 v04 conditionally approved.
DP30_004 TS.62 v0.8.16 CR1039 v01 postponed.


Action Point:
AP30_001 TS.62 V0.8.4 CR1038 v04 to be sent to the group for 7-day approval.





Attendees:

	Name
	Company

	Roberto Jorge Hernandez Perez
	America Movil

	Babar
	Apple

	Hyewon Lee
	Apple

	BORSATO, RONALD
	AT&T

	NO, JINHONG
	AT&T

	Shuzhen Chen
	China Telecom

	Pavan Nuggehalli
	Google

	Paul Gosden
	GSMA

	Kun
	Honor

	Masaharu Hattori
	KDDI

	Yusuke Nakano
	KDDI

	Tim Evans
	NTT Docomo

	ROBERTS Doug
	Orange

	Dr. Galina
	Palo Alto Networks

	Mungal Dhanda
	Qualcomm

	Jim Wu
	Samsung

	ALEXANDRE HARMAND -
	Telefonica

	JOSE ANTONIO ORDOÑEZ LUCENA
	Telefonica

	Niu, David
	Telstra

	Nomani, Salman
	Verizon

	Kay Fritz, Vodafone
	Vodafone

	SUSANA MARIA SABATER
	Vodafone
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IMS based services and emergency calls.<





