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Case Study #1: Ugandan Mobile Money 
Attack

Ugandan Mobile Money Hack
October 3

TARGET
Location: Uganda
Date Breach First Reported: October 5 

INCIDENT
Method: SIM Card Fraud
Type: Theft

ACTOR:
Type: Non-State Actor
Attribution: Speculated

DESCRIPTION



Case Study #2: Liberia Mirai Botnet Attack

Liberia Mirai Botnet Attack
October 31

TARGET
Location: Liberia
Date Breach First Reported: November 4 

INCIDENT
Method: DDoS
Type: Disruption

ACTOR:
Type: Non-State Actor
Attribution: High confidence

DESCRIPTION

Source: Kaspersky



THE SIX STRATEGIC PRIORITIES OF THE FINCYBER STRATEGY







Languages:

English
Arabic
Dutch
French
Portuguese
Russian
Spanish
+
Hindi
Japanese
Mandarin





• Gauging Your Organization’s Ransomware Readiness

• Real-Time Protection

• Data Backups

• Regulatory Environment









CURRENT CARNEGIE WORK FUTURE CARNEGIE WORK

Next Steps: Turning Words Into Action

FinCyber Strategy Report 
Launched July 2020

Published November 2020

Six Strategic Priorities

Cyber 
Resilience

Norms Collective 
Response

Workforce Capacity-
Building

Financial 
Inclusion 

Co-hosted with
IMF, WB, WEF

2020 2021

Policy and Research Advisory 
Group

Regional Implementation 
Center Group

Research Agenda

Annotated 
Bibliography

Research Paper 
Series

GFCE Cybil Portal



WWW.CARNEGIEENDOWMENT.ORG/FINCYBER

taylor.grossman@ceip.org
3

@tgrossman_


